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How Will We Enable
Force Transformation?

IP Convergence Layer

• Processes and Applications for Operators to Utilize All Available Information
• Reliable Access to Trusted Information Sources
• Evolution of Mission Roles
• Tactical/Strategic Responsibilities Shift In A Net-Centric Environment

... by implementing an “Internet-like”and assured 
Global Information Grid (GIG) Architecture

Net-Centric 
Enterprise
Services



The “Task, Post, Process and Use” 
Operating Concept
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“Better to be safe than sorry” “Who dares, wins”
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What DoD IT Assets Are 
Included In The GIG?

E2.1.1.2.  Includes any system, 
equipment, software, or service that meets 
one or more of the following criteria:

E2.1.1.2.1.  Transmits information to, 
receives information from, routes 
information among, or interchanges 
information among other equipment, 
software, and services.

E2.1.1.2.2.  Provides retention, 
organization, visualization, information 
assurance, or disposition of data, 
information, and/or knowledge received 
from or transmitted to other equipment, 
software, and services.

E2.1.1.2.3.  Processes data or information 
for use by other equipment, software, or 
services.
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GIG Implementation Strategy
FY04      FY 05     FY 06     FY07       FY08      FY09

(examples)

Optical IP Networking for Joint Operations
Centers and ISR locations

Optical Bandwidth to STEP
and Teleport sites

Optical Bandwidth 
to Ground Sites

Reachback Capabilities
for Deployed Forces

Power To
The Edge

Global Net-centric
Surveillance and

Targeting

Automated Tagging of 
Selected Sensor and 

Combat Support Data

Improved Strategic & 
Tactical C2

Improved Shared Access to Collateral 
ISR data

Deployment
of  Collaborative

Applications
to Joint 

Commanders

Optical Bandwidth Support for Additional Global 
Hawk UAVs

Wideband Networking
for UAVs and Other ISR

Collaborative
Collection

Management

CY 10

FY 10Multi-INT
Fusion for
Warfighters

Improved Shared Access to 
Combat Support

Data Net-Centric 
Enterprise Services ForceNet and JFNForceNet and JFN

DCGS DCGS 

ISR Battle 
Management
ISR Battle 
Management

Deployable 
CJTF HQs
Deployable 
CJTF HQs

Op-Intel Data Applications   ProcessesOp-Intel Data Applications   Processes

Optical Mesh IP NetworkOptical Mesh IP Network

Integrated GIG NetworkIntegrated GIG Network
Provides ubiquitous, secure, 

robust optical IP foundation network

GIG Bandwidth Expansion

TCA SATCOM
Incorporates mobile/tactical users 
and global intelligence via optical 

cross links and EHF IP links

Future Combat System
(FCS)
Future Combat System
(FCS)

IPV6

Joint Tactical Radio System
Provides IP-based, self-managed, 

BLOS, mobile data and 
voice communications services

Net-Centric Enterprise Services
Provides information and 

data services to all GIG users

Information Assurance
Enables trusted computer, networking, 

and data services to all GIG users

TSAT (CY10 Launch)TSAT (CY10 Launch)

Horizontal Fusion
Means/tools to enable the smart pull 

and fusion of data by users

Core Enterprise Services (9) + Application Program InterfacesCore Enterprise Services (9) + Application Program Interfaces

Defense in DepthDefense in Depth

Wideband GapfillerWideband Gapfiller

- Enterprise Systems Management   - Messaging - Discovery - Mediation - Collaboration
- User Assist - IA/Security - Storage Services - Application

Block 1 (All CESs) in 3 Spirals Block 2 (All CESs) in 3 Spirals

Protected 40 Gb Space HAIPE IP 
Networking

Protected 1 Gb Terrestrial HAIPE IP 
Networking

Protected 10 Gb Terrestrial HAIPE IP 
Networking

IOC FOC

Cluster 1  Vehicular & Army Rotary Wing
Cluster 2  Handheld
Cluster 3  Maritime & Fixed Station

IPV6Cluster 4  Airborne
Cluster 5  Handheld, Manpack, Embedded

Cluster 3 IOCCluster 2 IOC Clusters1,4,5 IOC

WNW

Software Communications ArchitectureSoftware Communications Architecture

1 2 3 4

Eliminate 
Bandwidth
as an N-C 
obstacle

Implement
Enterprise
Services

Increase
content
and provide 
application
diversity

Global Information Grid Integrated Architecture



The Basis For Requiring GIG 
Architecture Compliance

Acquisition of Capabilities

Interoperability 
and Supportability

Overarching -
acquisition and use

10 USC
41 USC

GIG Architecture
underpins 
all Mission 
Architectures

GIG Architecture 
is the authoritative 

architecture for 
Interoperability

and Information
Assurance 

DoDI 5000.2
CJCSI 3170

DoDD 4630.5/.8 
CJCSI 6212

DoDD 8100.1



Compatibility With The
Global Information Grid

GIG Compliance Assessment is based on 7considerations

• Compliance with the DoD Architecture Framework 
• Compliance with the DoD Joint Technical Architecture
• Extent to which the NCOW Reference Model is instantiated

within the architecture and systems engineering
• Compliance with key features of the GIG Integrated Architecture

1.  Defined in SecDef Transformation Guidance

� Ability to fully support and utilize Core Enterprise Services (CES)
� Ability to support the TPPU DoD transformation objective1

� Compatibility with policy based, defense in depth IA architecture
� Compatibility with DOD and IC data strategy
� Capability to access and utilize key external data sources



SONET FRAMING
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Interrelationships Among
GIG Emerging Standards 



Net Ready 
Key Performance Parameter

NCOW Ref Model
Integrated Architecture

Key Interface Points (KIP)

NR 
KPP

Connects
Required
Capabilities
to Acqusition
of Capabilities

• Focus on net-centric capabilities
• Addresses Data, Interoperability and Info Assurance, 
• Will supercede the Interoperability KPP
• Cooperative effort of DoD CIO, JS (J6.J8) and DOT&E

Threshold

Objective



In The End, Its All About …

…Those We Support … 24x7


